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Spirion Sensitive Data Platform Release Notes
Release date: 09.17.21
The current release is Version: 21.Q3.2.82.0 and includes:

l Sensitive Data Platform (SDP)
l SD Watcher
l SD Finder

SDP New Features
l Stop Agent Scan - Added ability to stop agent scans from the Scans list
l Purge Scan Results - Added ability to delete (singly and in bulk) scan results if
Sensitive Data Finder is not enabled

l Product Visibility Flags - Removed ability to access areas of the product that are
not

SDP Enhancements
l Updated legend for the 'Agent Status' report
l Standardized formatting of 'Top Risk by Data Types' report
l Standardized formatting of 'Agent Status' report
l Updated Navigation buttons in configuration wizards to prevent accidentally exiting
the wizard mid configuration.

SDP Bug Fixes
l When using 'Access Date Older than X days' logic in the playbook the results are
returned as a 'Discovery Playbook'

l Default logging level for On-Prem agents was incorrectly set to max causing agent
scanning performance issues

l Fixed type in Data Asset Inventory > Data Assets > New Data Content
l Resolved Data Asset Inventory > Data Assets 'Categories of Personal Information'
mistakenly marked as Required

l Resolved Data Asset Inventory > Data Assets 'New Responsible Party' mistakenly
having Title marked as Required

l Resolved Default and 1st created policy not populating in the Policy dropdown list
when assigning policies to agents.

l Resolved 'Dictionaty' data type names not being populated if the dictionary was a
large file

l Resolved Google Drive Targets having credentials overwritten if a additional
Google Drive Targets were created
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l Resolved issue where during Scan Configuration 'Targets to be Scanned' incor-
rectly showed Target Types that could not be scanned by the selected scan type

l Resolved issue where notifications incorrectly incremented by two if a playbook
assigned a user by both role and user name

l Resolved issue with Quarantine paths not allowing spaces
l Resolved issue with the Playbook list not populating 'Last Edited' date/time stamp
correct if only the Name or Description were modified

l Resolved OneDrive Targets having credentials overwritten if a additional One
Drive Targets were created

l Scans of Microsoft Exchange did not always return results if there were duplicate
records

SDWatcher Enhancements
l None for this release.

SDWatcher User Experience (UX) Enhancements
l None for this release.

SDWatcher Bug Fixes
l Incidents generate a notification when detected.
l Incidents generate a notification email when detected .

SD Finder New Features
l Purge Subject Request Report Data - Data that was used to generate a Subject
Request Report (but not the report itself) can be configured to be automatically
deleted when configuring the request type

SD Finder Enhancements
l None for this release.

SD Finder Bug Fixes
l Bulk Actions button have "Matches" in all lowercase
l Cannot create a New Subject Request if the First and Last Names have numbers
in them

l SR Requests with large data returns caused timeout
l Updated CCPA Disclosure Report format
l Updated GDPR Disclosure Report format
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